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• Do opt out of personalized data. Temu is 

owned by a company based in China, opting 

out helps prevent your data from being 

gathered and redistributed without your 

knowledge. 

• Do ensure family members take similar 

precautions with their accounts. Their privacy 

settings can expose your personal data.

• Do use a picture of something other than 

yourself for your profile photo. Profile photos 

are publicly viewable.

• Don’t provide any identifiable 

information (e.g., name, hobbies, job title, 

etc.) on your profile.

• Don’t link any other accounts to your 

Temu account. This will limit what 

outsiders can find out about you, to 

include your pattern of life, interests, and 

hobbies.

• Don’t fall for scams on Temu or from 

emails that appear to be from Temu.

• Don’t forget you are buying from 

international sellers. There is potential for 

identity theft and scams.

Downloading Temu

When you download Temu on your phone, 
if you scroll down you can see the “App 
Privacy” details. Here you can see all the 
data that is collected on you, as depicted in 
the pictures here.
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TEMU
Temu

Once Temu is downloaded, navigate down to the “You” tab, as highlighted in red below. Once 
here, at the top right, click on the “Settings” cog. After that, you can access “Account 
security,” “Privacy,” and “Permissions.”

Account Security

Under “Account Security,” you can access “Two-factor 
authentication.” It is recommended to turn this on. It is 
not recommended you link any other socials with your 
Temu account. You can also see your “Sign in activity,” 
in case someone has accessed your account. If you no 
longer plan on using Temu, you should “Delete your 
Temu account” and remove the app from your phone.
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Privacy

Under “Privacy,” it is 
recommended that you turn off 
your “Personalized advertising.” 
You can also go under 
“additional privacy options” to 
request deletion of your 
personal information.

Permissions

Under “Permissions,” you can see the permissions that 
Temu does and does not have with your device. To the left 
is shown what the application does not have access to. It is 
recommended that you do not allow Temu to have access to 
your “Camera.”

Additional Notes

It is recommended that you use the Temu website instead of 
the application, as the application collects more data. There 
are many people reporting that after using Temu to 
purchase items, their bank accounts have been hacked. 
Temu underwent a class action lawsuit for having 
malware/spyware embedded in the app. It is recommended 
that you DO NOT USE Temu.




