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Windows Security

Start by going to the search tab at the bottom left near the windows button. Once here 

you can type in “anti” and it will pull up the “Virus & threat protection” screen. Once 

here, you can start going through the Windows built in anti-virus software. Note: If you 

have a separate anti-virus software installed, it will appear here as highlighted below, 

and will conflict with windows anti-virus software. It is recommended that you just use 

Windows built in anti-virus, it is just shown in this card for training purposes.

ANTI-VIRUS

*This card is based off of Windows OS. MacOS has its own anti-virus system called 

XProtect. There is no way to access XProtect through Mac settings. You can always 

download additional anti-virus software's to your MAC, but it is recommended that 

you just use XProtect as they can conflict with each other.*
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Current threats

If you continue to scroll 

down you will reach the 

“Current threats” portion. 

Here it will display if there 

are any current threats 

detected and when your 

last scan was. It is 

recommended you do a 

“quick scan” every week. 

You can also go into the 

“scan options” and 

choose what type of scan 

you want to perform.
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Virus & threat protection

Next is the “Virus & threat protection” settings. Here it will display if the anti-virus has 

detected any viruses or threats that need to be dealt with. You can also go into “Manage 

settings” to ensure certain ones are enabled. It is recommended that you keep all the 

options enabled. As shown below, if you have other anti-virus software installed, some 

options will be turned off.

ANTI-VIRUS
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Ransomware protection

Last is the “Ransomware protection” portion. It will display if your anti-virus has detected any 

ransomware. You can also go into “manage ransomware protection” to view its settings. Note: 

For the ransomware data recovery to work, you must have it connected to your “OneDrive.” If 

you happen to have an anti-virus you use and like, it is recommended you go down to 

“Microsoft Defender Antivirus options” and have it enabled.




